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MODIFICAT

LP175din 11.11.21, MO302-306/10.12.21 art.431; in vigoare 10.01.22

Prezenta lege creeaza cadrul juridic necesar aplicarii Directivei 95/46/CE a Parlamentului European si
a Consiliului din 24 octombrie 1995 privind protectia persoanelor fizice in ceea ce priveste prelucrarea
datelor cu caracter personal si libera circulatie a acestor date.

Parlamentul adopta prezenta lege organica.

Capitolul 1

DISPOZITII GENERALE

Articolul 1. Scopul legii

Scopul prezentei legi este asigurarea protectiei drepturilor si libertatilor fundamentale ale persoanei
fizice in ceea ce priveste prelucrarea datelor cu caracter personal, in special a dreptului la
inviolabilitatea vietii intime, familiale si private.

Articolul 2. Domeniul de aplicare

(1) Prezenta lege reglementeaza relatiile juridice care apar in procesul de prelucrare a datelor cu
caracter personal ce fac parte dintr-un sistem de evidenta sau care sint destinate sa fie incluse intr-un
asemenea sistem, efectuata in totalitate sau in parte prin mijloace automatizate, precum si prin alte
mijloace decit cele automatizate.

(2) Domeniul de actiune al prezentei legi se extinde asupra:

a) prelucrarii datelor cu caracter personal efectuate in cadrul activitatilor desfasurate de operatori aflati
pe teritoriul Republicii Moldova;

b) prelucrarii datelor cu caracter personal efectuate in cadrul misiunilor diplomatice si oficiilor
consulare ale Republicii Moldova, precum si de catre alti operatori aflati in afara teritoriului tarii, dar
pe teritorii 1n care se aplica dreptul intern al Republicii Moldova, in temeiul dreptului international
public;

¢) prelucrarii datelor cu caracter personal efectuate de operatori aflati in afara teritoriului Republicii
Moldova, cu utilizarea mijloacelor aflate pe teritoriul Republicii Moldova, cu exceptia cazului in care
aceste mijloace nu sint utilizate decit in scopul tranzitarii pe teritoriul Republicii Moldova a datelor cu
caracter personal care fac obiectul prelucrarii respective;

d) prelucrarii datelor cu caracter personal in cadrul actiunilor de prevenire si investigare a
infractiunilor, punerii in executare a sentintelor de condamnare si al altor actuni din cadrul procedurii
penale sau contraventionale in conditiile legii.

(3) Prevederile prezentei legi sint aplicabile persoanei imputernicite de catre operator, fara a exclude
dreptul de a intenta actiune in justitie Tmpotriva operatorului.

(4) Domeniul de actiune al prezentei legi nu se extinde asupra:

a) prelucrarii datelor cu caracter personal efectuate de catre operatori exclusiv pentru nevoi personale
sau familiale, daca prin aceasta nu se Incalca drepturile subiectilor datelor cu caracter personal;

b) prelucrarii datelor cu caracter personal atribuite la secret de stat Tn modul stabilit, cu exceptia celor
indicate la alin. (2) lit. d);

¢) operatiunilor de prelucrare si transmitere transfrontalierd a datelor cu caracter personal ce se refera
la faptuitorii sau victimele crimelor de genocid, ale crimelor de razboi si ale crimelor impotriva
umanitatii.

Articolul 3. Notiuni principale

Termenii i expresiile utilizate Tn prezenta lege au urmatoarele semnificatii:

date cu caracter personal — orice informatie referitoare la o persoana fizica identificata sau
identificabila (subiect al datelor cu caracter personal). Persoana identificabila este persoana care poate


https://www.legis.md/cautare/getResults?doc_id=128924&lang=ro

fi identificata, direct sau indirect, prin referire la un numar de identificare sau la unul ori mai multe
elemente specifice identitatii sale fizice, fiziologice, psihice, economice, culturale sau sociale;
categorii speciale de date cu caracter personal — datele care dezviluie originea rasiala sau etnica a
persoanei, convingerile ei politice, religioase sau filozofice, apartenenta sociala, datele privind starea
de sanatate sau viata sexuald, precum si cele referitoare la condamnarile penale, masurile procesuale
de constringere sau sanctiunile contraventionale;

prelucrarea datelor cu caracter personal — orice operatiune sau serie de operatiuni care se efectueaza
asupra datelor cu caracter personal prin mijloace automatizate sau neautomatizate, cum ar fi
colectarea, inregistrarea, organizarea, stocarea, pastrarea, restabilirea, adaptarea ori modificarea,
extragerea, consultarea, utilizarea, dezvaluirea prin transmitere, diseminare sau in orice alt mod,
alaturarea ori combinarea, blocarea, stergerea sau distrugerea;

sistem de evidenta a datelor cu caracter personal — orice serie structuratd de date cu caracter personal
accesibile conform unor criterii specifice, fie ca este centralizata, descentralizata ori repartizata dupa
criterii functionale sau geografice;

operator — persoana fizica sau persoana juridicd de drept public sau de drept privat, inclusiv
autoritatea publica, orice alta institutie ori organizatie care, in mod individual sau impreuna cu altele,
stabileste scopurile si mijloacele de prelucrare a datelor cu caracter personal prevazute In mod expres
de legislatia in vigoare;

persoand imputernicitd de catre operator — persoana fizica sau persoana juridicd de drept public ori de
drept privat, inclusiv autoritatea publica si subdiviziunile ei teritoriale, care prelucreaza date cu
caracter personal Tn numele si pe seama operatorului, pe baza instructiunilor primite de 1a operator;
terf — persoana fizica sau persoana juridica de drept public ori de drept privat, alta decit subiectul
datelor cu caracter personal, decit operatorul ori persoana imputernicita de catre operator si decit
persoana care sub autoritatea directd a operatorului sau a persoanei imputernicite este autorizata sa
prelucreze date cu caracter personal,

destinatar — orice persoana fizica sau persoana juridica de drept public ori de drept privat, inclusiv
autoritatea publica si subdiviziunile ei teritoriale, careia 1i sint dezvaluite date cu caracter personal,
indiferent dacd este sau nu tert. Nu sint considerate destinatari organele din domeniul apararii
nationale, securitatii statului si ordinii publice, organele de urmarire penala si instantele judecatoresti
carora li se comunica date cu caracter personal in cadrul exercitarii competentelor stabilite de lege;
consimfamantul subiectului de date cu caracter personal — manifestare de vointa libera, specifica,
informata si lipsitd de ambiguitate a subiectului de date prin care acesta acceptd, printr-o declaratie sau
printr-o actiune fara echivoc, ca datele cu caracter personal care il privesc sa fie prelucrate;

[Art.3 notiunea in redactia LP175 din 11.11.21, MO302-306/10.12.21 art.431; in vigoare 10.01.22]
depersonalizarea datelor — modificarea datelor cu caracter personal astfel incit detaliile privind
circumstantele personale sau materiale sd nu mai permita atribuirea acestora unei persoane fizice
identificate sau identificabile ori sd permita atribuirea doar in conditiile unei investigatii care necesita
cheltuieli disproportionate de timp, mijloace si fortd de munca;

creare de profiluri — forma de prelucrare automata a datelor cu caracter personal, care consta in
utilizarea datelor cu caracter personal pentru a evalua anumite aspecte referitoare la o persoana fizica,
in special pentru a analiza sau a stabili aspecte privind performanta la locul de munca, situatia
economica, sandtatea, preferintele, interesele, fiabilitatea, comportamentul, locul in care se afla
persoana respectiva si deplasdrile acesteia.

[Art.3 notiunea introdusa prin LP175 din 11.11.21, MO302-306/10.12.21 art.431; in vigoare
10.01.22]

Capitolul 11

CONDITIILE DE BAZA PENTRU PRELUCRAREA, STOCAREA

SI UTILIZAREA DATELOR CU CARACTER PERSONAL

Articolul 4. Caracteristica datelor cu caracter personal

(1) Datele cu caracter personal care fac obiectul prelucrarii trebuie sa fie:

a) prelucrate in mod corect si conform prevederilor legii;

b) colectate in scopuri determinate, explicite si legitime, iar ulterior sa nu fie prelucrate intr-un mod
incompatibil cu aceste scopuri. Prelucrarea ulterioara a datelor cu caracter personal in scopuri



statistice, de cercetare istorica sau stiintifica nu este considerata incompatibilad cu scopul colectarii
daca se efectueaza cu respectarea prevederilor prezentei legi si cu respectarea garantiilor privind
prelucrarea datelor cu caracter personal, prevazute de normele ce reglementeaza activitatea statistica,
cercetarea istorica si cea stiintifica;
[Art.4 al.(1), lit.b) modificata prin LP175 din 11.11.21, MO302-306/10.12.21 art.431, in vigoare
10.01.22]
c¢) adecvate, pertinente si neexcesive in ceea ce priveste scopul pentru care sint colectate si/sau
prelucrate ulterior;
d) exacte si, daca este necesar, actualizate. Datele inexacte sau incomplete din punctul de vedere al
scopului pentru care sint colectate si ulterior prelucrate se sterg sau se rectifica;
e) stocate Intr-o forma care sa permita identificarea subiectilor datelor cu caracter personal pe o
perioada care nu va depasi durata necesara atingerii scopurilor pentru care sint colectate si ulterior
prelucrate. Stocarea datelor cu caracter personal pe o perioada mai mare, in scopuri statistice, de
cercetare istorica sau stiintifica, se va face cu respectarea garantiilor privind prelucrarea datelor cu
caracter personal, prevazute de normele ce reglementeaza aceste domenii, $i numai pentru perioada
necesara realizarii acestor scopuri.
(2) Operatorii au obligatia sa respecte si sd asigure implementarea prevederilor alin. (1).
Articolul 5. Prelucrarea datelor cu caracter personal
(1) Prelucrarea datelor cu caracter personal se efectueaza cu consimtamintul subiectului datelor cu
caracter personal.
(2) Consimtamintul privind prelucrarea datelor cu caracter personal poate fi retras in orice moment de
catre subiectul datelor cu caracter personal. Retragerea consimtamintului nu poate avea efect
retroactiv.
(3) In cazul subiectului datelor cu caracter personal adult sau minor care este supus masurii de ocrotire
judiciare sub forma tutelei, consimtamintul privind prelucrarea datelor cu caracter personal se acorda,
in forma scrisd, de catre reprezentantul legal, in cazul minorului, sau de catre tutore, in cazul adultului.
(3) In cazul subiectului datelor cu caracter personal adult care este supus masurii de ocrotire judiciare
sub forma ocrotirii provizorii sau curatelei, consimtdmintul privind prelucrarea datelor cu caracter
personal se acorda, in forma scrisa, de catre persoana ocrotitd. Daca starea acesteia nu-i permite sa ia
de sine statator o decizie privind prelucrarea datelor cu caracter personal, ocrotitorul provizoriu sau
curatorul va asista persoana ocrotita, prin contrasemnarea acordului, in conditiile legii.
(4) In cazul decesului subiectului datelor cu caracter personal, consimtiamintul privind prelucrarea
datelor sale se acorda, in forma scrisa, de catre succesorii acestuia, daca un astfel de consimtamint nu a
fost dat de subiectul datelor cu caracter personal in timpul vietii.
(5) Consimtamintul subiectului datelor cu caracter personal nu este cerut in cazurile 1n care prelucrarea
este necesara pentru:
a) executarea unui contract la care subiectul datelor cu caracter personal este parte sau pentru luarea
unor masuri Tnaintea incheierii contractului, la cererea acestuia;
b) indeplinirea unei obligatii care ii revine operatorului conform legii;
c) protejarea vietii, integritatii fizice sau a sanatatii subiectului datelor cu caracter personal;
d) executarea sarcinilor de interes public sau care rezulta din exercitarea prerogativelor de autoritate
publica cu care este investit operatorul sau terful caruia 1i sint dezvaluite datele cu caracter personal;
e) realizarea unui interes legitim al operatorului sau al tertului caruia 1i sint dezvaluite datele cu
caracter personal, cu conditia ca acest interes sa nu prejudicieze interesele sau drepturile si libertatile
fundamentale ale subiectului datelor cu caracter personal;
el) efectuarea auditului public extern;
f) scopuri statistice, de cercetare istorica sau stiintifica, cu conditia ca datele cu caracter personal sa
ramind anonime pe toata durata prelucrarii.
g) schimbul de date in conditiile legislatiei In vigoare cu privire la schimbul de date si
interoperabilitate.
Articolul 6. Prelucrarea categoriilor speciale de date cu

caracter personal



(1) Prelucrarea categoriilor speciale de date cu caracter personal este interzisa, cu exceptia cazurilor in
care:
a) subiectul datelor cu caracter personal si-a dat consimtamintul. In cazul subiectului datelor cu
caracter personal in privinta caruia a fost instituitd masura de ocrotire judiciara sub forma tutelei,
prelucrarea categoriilor speciale de date cu caracter personal se efectueaza numai cu obtinerea
consimtamintului in forma scrisa al tutorelui;
b) prelucrarea este necesara pentru indeplinirea obligatiilor sau drepturilor specifice ale operatorului in
domeniul dreptului muncii, cu respectarea garantiilor prevazute de lege si tinindu-se cont de faptul ca
o eventuala dezvaluire catre un terf a datelor cu caracter personal prelucrate in acest scop poate fi
efectuatd numai daca exista o obligatie legala a operatorului in acest sens;
¢) prelucrarea este necesara pentru protectia vietii, integritatii fizice sau a sanatatii subiectului datelor
cu caracter personal ori a altei persoane, in cazul 1n care subiectul datelor cu caracter personal se afla
in incapacitate fizica sau juridica de a-si da consimtamintul;
d) prelucrarea este efectuata in contextul activitatilor legitime de catre asociatii obstesti, partide si alte
organizatii social-politice, de catre sindicate, asociatii de patronat, organizatii filozofice sau religioase,
organizatii cooperatiste necomerciale, cu condifia ca prelucrarea sa se refere numai la membrii
acestora sau la persoanele cu care acestea au contacte permanente in legatura cu scopurile lor si cu
conditia ca datele sa nu fie dezvaluite tertilor fara consimtamintul subiectilor datelor cu caracter
personal;
e) prelucrarea se refera la date facute publice in mod voluntar si manifest de catre subiectul datelor cu
caracter personal;
f) prelucrarea este necesara pentru constatarea, exercitarea sau apdrarea unui drept in justitie al
subiectului datelor cu caracter personal,
g) prelucrarea este necesara in scopul asigurarii securitdtii statului, al reducerii riscului de declansare
sau in cazul declangarii urgentelor de sanatate publica, cu conditia ca aceasta sa se efectueze cu
respectarea drepturilor subiectului datelor cu caracter personal si a celorlalte garantii prevazute de
prezenta lege.
(2) Centrul National pentru Protectia Datelor cu Caracter Personal poate dispune, din motive
intemeiate, interzicerea prelucrdrii categoriilor speciale de date cu caracter personal, chiar daca
subiectul datelor si-a dat consimtdmintul, iar acesta nu a fost retras, cu conditia ca interdictia sa nu fie
inlaturata prin unul din cazurile stabilite la alin. (1) lit. b)—Q).
Articolul 7. Prelucrarea datelor cu caracter personal privind

starea de sandtate
(1) Prelucrarea datelor cu caracter personal privind starea de sdnatate se permite, prin derogare de la
prevederile art. 6, In cazul 1n care:
a) prelucrarea este necesara in scopuri de medicind preventiva, de stabilire a diagnosticelor medicale,
de administrare a unor ingrijiri sau tratamente pentru subiectul datelor cu caracter personal sau de
gestionare a serviciilor de sandtate care actioneaza in interesul subiectului datelor cu caracter personal;
b) prelucrarea este necesara pentru protectia sandtatii publice.
(2) Cadrele medicale, institutiile medico-sanitare si personalul medical al acestora pot prelucra date cu
caracter personal privind starea de sdndtate numai daca prelucrarea este necesara pentru protejarea
vietii, integritatii fizice si a sanatatii subiectilor datelor cu caracter personal, precum si in scopul
reducerii riscului de declansare sau in cazul declansarii urgentelor de sdnatate publica.
[Art.7 al.(2) modificat prin LP175 din 11.11.21, MO302-306/10.12.21 art.431; in vigoare 10.01.22]
(3) Datele cu caracter personal privind starea de sandtate pot fi prelucrate in scopurile indicate la alin.
(1) de catre sau sub supravegherea unui cadru medical supus secretului profesional ori de catre sau sub
supravegherea unei alte persoane supuse unei obligatii echivalente in ceea ce priveste secretul
profesional.
(4) Datele cu caracter personal privind starea de sandtate se colecteaza de la subiectul datelor cu
caracter personal sau atunci cind o astfel de prelucrare este necesara in conformitate cu alin. (1).
Articolul 8. Prelucrarea datelor cu caracter personal referitoare

la condamnari penale, masuri procesuale de constringere

sau sanctiuni contraventionale



(1) Prelucrarea datelor cu caracter personal referitoare la condamnari penale, masuri procesuale de
constringere sau sanctiuni contraventionale poate fi efectuatd numai de catre sau sub controlul
autoritatilor publice, in limitele competentelor acordate si in conditiile stabilite prin legile ce
reglementeaza aceste domenii.
(2) Registrul informatiilor criminalistice si criminologice este tinut de Ministerul Afacerilor Interne.
Articolul 9. Prelucrarea datelor cu caracter personal avind
functie de identificare

Prelucrarea numarului de identificare de stat (IDNP) al persoanei fizice, a amprentelor digitale sau a
altor date cu caracter personal avind o functie de identificare de aplicabilitate generala poate fi
efectuata in urmatoarele conditii:
a) subiectul datelor cu caracter personal si-a dat consimtamintul;
b) prelucrarea este prevazuta in mod expres de legislatie.
Articolul 10. Prelucrarea datelor cu caracter personal si libertatea

de exprimare
Prevederile art. 5, 6 si 8 nu se aplica in situatia in care prelucrarea datelor cu caracter personal se face
exclusiv in scopuri jurnalistice, artistice sau literare, daca aceasta se refera la date care au fost facute
publice in mod voluntar si manifest de catre subiectul datelor cu caracter personal sau la date care sint
strins legate de calitatea de persoana publica a subiectului datelor cu caracter personal sau de
caracterul public al faptelor in care acesta este implicat, in conditiile Legii cu privire la libertatea de
exprimare.
Articolul 11. Stocarea si utilizarea datelor cu caracter personal

la incheierea operatiunilor de prelucrare
(1) Conditiile si termenele de stocare a datelor cu caracter personal se stabilesc de legislatie tinindu-se
cont de prevederile art. 4 alin. (1) lit. €). La expirarea termenului de stocare, datele cu caracter
personal urmeaza a fi distruse in modul stabilit de lege.
(2) Datele cu caracter personal din registrele de stat, de la data incetarii utilizarii acestora, pot ramine
la pastrare primind statutul de document de arhiva.
(3) La incheierea operatiunilor de prelucrare a datelor cu caracter personal, daca subiectul acestor date
nu si-a dat consimtamintul pentru o altd destinatie sau pentru o prelucrare ulterioard, acestea vor fi:
a) distruse;
b) transferate unui alt operator, cu condifia ca operatorul inifial sd garanteze faptul ca prelucrarile
ulterioare au scopuri similare celor 1n care s-a facut prelucrarea initiala;
c) transformate n date anonime si stocate exclusiv in scopuri statistice, de cercetare istoricd sau
stiintifica.
(4) Dupa decesul subiectului datelor cu caracter personal, datele acestuia se pot utiliza, cu
consimtamintul succesorilor, in scop de arhiva sau in alte scopuri prevazute de lege.
Capitolul 111
DREPTURILE SUBIECTULUI DATELOR
CU CARACTER PERSONAL
Articolul 12. Informarea subiectului datelor cu caracter personal
(1) In cazul in care datele cu caracter personal sint colectate direct de la subiectul datelor, operatorul
sau persoana Tmputernicita de catre operator este obligata sa-i furnizeze urmatoarele informatii,
exceptind cazul in care acesta detine deja informatiile respective:
1) identitatea operatorului sau, dupa caz, a persoanei imputernicite de catre operator;
2) scopul prelucrarii datelor colectate;
3) informatii suplimentare, precum:
a) destinatarii sau categoriile de destinatari ai datelor cu caracter personal,
b) existenta drepturilor de acces la date, de interventie asupra datelor si de opozitie, precum si
conditiile in care acestea pot fi exercitate;
¢) daca raspunsurile la intrebarile cu ajutorul carora se colecteaza datele sint obligatorii sau voluntare,
precum si consecintele posibile ale refuzului de a raspunde.
(2) In cazul in care datele cu caracter personal nu sint colectate direct de la subiectul datelor,
operatorul sau persoana imputernicitd de catre operator este obligatd ca, in momentul colectarii datelor



sau, daca se intentioneaza dezvaluirea acestora catre terti, cel mai tirziu in momentul primei dezvaluiri,
sa furnizeze subiectului datelor cu caracter personal informatia privind categoriile de date care
urmeaza a fi colectate sau dezvaluite, precum si informatiile indicate la alin. (1), cu exceptia pct. 3) lit.
C).
(3) Prevederile alin. (2) nu se aplica in cazul in care:
a) subiectul datelor cu caracter personal detine informatiile respective;
b) prelucrarea datelor cu caracter personal se face 1n scopuri statistice, de cercetare istorica sau
stiintifica;
¢) furnizarea informatiilor este imposibild sau implica un efort disproportionat fata de interesul legitim
care ar putea fi lezat;
d) inregistrarea sau dezvaluirea datelor cu caracter personal este prevazuta in mod expres de legislatie.
Articolul 13. Dreptul de acces la datele cu caracter personal
(1) Orice subiect al datelor cu caracter personal are dreptul sa obtina de la operator, la cerere, fara
intirziere si in mod gratuit:
a) confirmarea faptului ca datele care 1l privesc sint sau nu sint prelucrate de acesta, de asemenea
informatii referitoare la scopurile prelucrarii, categoriile de date avute in vedere si destinatarii sau
categoriile de destinatari carora le sint dezvaluite datele;
b) comunicarea, intr-o forma inteligibila si intr-un mod care nu necesita un echipament suplimentar, a
datelor cu caracter personal care fac obiectul prelucrarii, precum si a oricarei informatii disponibile
privind originea acestor date;
¢) informatii privind principiile de functionare a mecanismului prin care se efectueaza prelucrarea
automatizata a datelor care vizeaza subiectul datelor cu caracter personal;
d) informatii cu privire la consecintele juridice generate de prelucrarea datelor cu caracter personal
pentru subiectul acestor date;
e) informatii privind modul de exercitare a dreptului de interventie asupra datelor cu caracter personal.
(2) In cazul in care datele cu caracter personal privind starea de sdnitate sint prelucrate in scop de
cercetare stiintifica, daca nu exista riscul de a se aduce atingere drepturilor subiectului datelor cu
caracter personal si daca datele nu sint utilizate pentru a lua decizii sau masuri fata de o anumita
persoand, comunicarea informatiilor prevazute la alin. (1) se poate face intr-un termen mai mare decit
cel stabilit de Legea privind accesul la informatie, n masura in care aceasta ar putea afecta cercetarea
sau rezultatul acesteia, dar nu mai tirziu de momentul 1n care cercetarea este incheiata. Subiectul
datelor cu caracter personal trebuie sa isi dea consimtamintul ca datele privind starea de sanatate sa fie
prelucrate in scop de cercetare stiintifica, precum si asupra posibilei aminari din acest motiv a
comunicdrii informatiilor prevazute la alin. (1).
Articolul 14. Dreptul de interventie asupra datelor cu caracter

personal
Orice subiect al datelor cu caracter personal are dreptul de a obtine de la operator sau persoana
imputernicitd de catre acesta, la cerere i in mod gratuit:
a) rectificarea, actualizarea, blocarea sau stergerea datelor cu caracter personal a caror prelucrare
contravine prezentei legi, in special datorita caracterului incomplet sau inexact al datelor;
b) notificarea tertilor carora le-au fost dezvaluite datele cu caracter personal despre operatiunile
efectuate conform lit. a), exceptind cazurile cind aceasta notificare se dovedeste a fi imposibilad sau
presupune un efort disproportionat fata de interesul legitim care ar putea fi lezat.
Articolul 15. Exceptii si restrictii
(1) Prevederile art. 4 alin. (1), art. 12 alin. (1) si (2), art.13, 14 si 28 nu se aplicd in cazul in care
prelucrarea datelor cu caracter personal este efectuatd in cadrul actiunilor prevazute la art. 2 alin. (2)
lit. d) si la art. 5 alin. (5) lit. g), in scopul apararii nationale, al securitatii statului si mentinerii ordinii
publice, al protectiei drepturilor si libertatilor subiectului datelor cu caracter personal sau ale altor
persoane, daca prin aplicarea acestora este prejudiciatd eficienta actiunii sau obiectivul urmarit in
exercitarea competentelor legale ale autoritatii publice.
(2) Prelucrarea datelor cu caracter personal in scopurile stabilite la alin. (1) nu poate depasi perioada
necesara atingerii obiectivului urmarit.



(3) Dupa incetarea situatiei care justifica aplicarea alin. (1) si (2) din prezentul articol, operatorii vor
lua masurile necesare pentru a asigura respectarea drepturilor subiectilor datelor cu caracter personal
prevazute la art. 12-14.
(4) Autoritatile publice tin evidenta aplicarii exceptiilor stabilite la alin. (1) si informeaza Centrul
National pentru Protectia Datelor cu Caracter Personal, in termen de 10 zile, despre datele cu caracter
personal prelucrate in conditiile prezentului articol.
Articolul 16. Dreptul de opozitie al subiectului datelor cu

caracter personal
(1) Subiectul datelor cu caracter personal are dreptul de a se opune in orice moment, Tn mod gratuit,
din motive Intemeiate si legitime legate de situatia sa particulard, ca datele cu caracter personal care il
vizeaza sa faca obiectul unei prelucrari, cu exceptia cazurilor in care legea stabileste altfel. Daca
opozitia este justificatd, prelucrarea efectuata de operator nu mai poate viza aceste date.
(2) Subiectul datelor cu caracter personal are dreptul de a se opune in orice moment, in mod gratuit si
fara nici o justificare, ca datele care 1l vizeaza sa fie prelucrate pentru prospectare comerciala.
Operatorul sau persoana Imputernicitd de catre operator este obligata sa informeze subiectul despre
dreptul de a se opune unei astfel de lucrari inaintea dezvaluirii catre terti a datelor sale cu caracter
personal.
Articolul 17. Dreptul de a nu fi supus unei decizii individuale
(1) Orice persoana are dreptul de a cere anularea, in totalitate sau partala, a oricarei decizii individuale
care produce efecte juridice asupra drepturilor si libertatilor sale, fiind intemeiata exclusiv pe
prelucrarea automatizata a datelor cu caracter personal destinata sa evalueze unele aspecte ale
personalitatii sale, precum competenta profesionald, credibilitatea, comportamentul si altele asemenea.
(2) Persoana poate fi supusa deciziei prevazute la alin. (1) in cazul in care:
a) decizia este autorizatd de o lege care stabileste masurile ce garanteaza apararea interesului legitim al
subiectului datelor cu caracter personal;
b) decizia este luata in cadrul incheierii sau executarii unui contract, cu conditia ca cererea de
incheiere sau de executare a contractului depusd de subiectul datelor cu caracter personal a fost
satisfacuta.
Articolul 18. Accesul la justitie
Orice persoana care a suferit un prejudiciu in urma unei prelucrari de date cu caracter personal
efectuata ilegal sau careia i-au fost Incélcate drepturile si interesele garantate de prezenta lege are
dreptul de a sesiza instanta de judecata pentru repararea prejudiciilor materiale si morale.
Capitolul 1V
ORGANUL DE CONTROL AL PRELUCRARILOR
DE DATE CU CARACTER PERSONAL
Articolul 19. Organul de control al prelucrarilor de date

Cu caracter personal
(1) Controlul asupra conformitdti prelucrarii datelor cu caracter personal cu cerintele prezentei legi se
efectueaza de cétre Centrul National pentru Protectia Datelor cu Caracter Personal (in continuare —
Centru), care actioneaza in conditii de impartialitate si independenta.
(2) Centrul este persoana juridica, dispune de stampila si de antet cu imaginea Stemei de Stat a
Republicii Moldova. Sediul permanent al Centrului se afla in municipiul Chisinau.
(3) Regulamentul Centrului, structura si personalul-limita ale acestuia se aproba de Parlament.
(4) Centrul se finanteaza de la bugetul de stat in limita alocatiilor bugetare aprobate prin legea
bugetara anuala.
(5) Bugetul Centrului se elaboreaza, se aproba si se administreaza conform principiilor, regulilor si
procedurilor prevazute de Legea finantelor publice si responsabilitatii bugetar-fiscale nr. 181/2014.
Articolul 20. Atributiile si drepturile Centrului
(1) Centrul are urmatoarele atributii:
a) monitorizeaza respectarea legislatiei cu privire la protectia informatiei si controleaza aplicarea
acesteia, in special dreptul la informare, de acces la date, de interventie asupra datelor si de opozitie;
[Art.20 al.(1), lit.b) abrogata prin LP175 din 11.11.21, MO302-306/10.12.21 art.431; in vigoare
10.01.22]



¢) emite instructiunile necesare pentru a aduce prelucrarile de date cu caracter personal in conformitate
cu prevederile prezentei legi, fara a atinge sfera de competenta a altor organe;

d) ofera subiectilor datelor cu caracter personal informatii referitoare la drepturile lor;

e) dispune suspendarea sau incetarea prelucrarii datelor cu caracter personal efectuate cu incalcarea
prevederilor prezentei legi;

[Art.20 al.(1), lit.f) abrogata prin LP175 din 11.11.21, MO302-306/10.12.21 art.431; in vigoare
10.01.22]

g) emite ordine in domeniul protectiei datelor cu caracter personal i formulare tipizate ale registrelor
proprii;

[Art.20 al.(1), lit.g) modificata prin LP175 din 11.11.21, MO302-306/10.12.21 art.431; in vigoare
10.01.22]

h) ofera consiliere la realizarea impactului asupra protectiei datelor si in cadrul procedurii de
consultare prealabild mentionate la art. 24, intocmeste si publica o lista a tipurilor de operatiuni care
fac obiectul cerintei de efectuare a evaluarii impactului asupra protectiei datelor in conformitate cu art.
23 alin. (1). Centrul este 1n drept, de asemenea, sa stabileasca si sa puna la dispozitia publicului o lista
a tipurilor de operatiuni de prelucrare pentru care nu este necesara evaluarea impactului asupra
protectiei datelor;

[Art.20 al.(1), lit.h) in redactia LP175 din 11.11.21, MO302-306/10.12.21 art.431; in vigoare
10.01.22]

1) efectueaza controlul legalitatii prelucrarilor de date cu caracter personal conform unui regulament pe
care 1l elaboreaza si il aproba;

j) face propuneri privind perfectionarea legislatiei in vigoare in domeniul protectiei si prelucrarii
datelor cu caracter personal;

k) coopereaza cu autoritatile publice, cu mijloacele de informare in masa, cu asociatiile obstesti si cu
institutiile similare din strainatate;

1) centralizeaza si analizeaza rapoartele anuale de activitate a autoritatilor publice privind protectia
persoanelor 1n ceea ce priveste prelucrarea datelor cu caracter personal,

m) sesizeaza organele de drept in cazul existentei unor indicii privind savirsirea infractiunilor legate de
incdlcarea drepturilor subiectilor datelor cu caracter personal;

n) constatd contraventii si incheie procese-verbale conform Codului contraventional al Republicii
Moldova;

0) informeaza autoritdtile publice despre situatia din domeniul protectiei drepturilor subiectilor datelor
cu caracter personal, de asemenea raspunde la demersurile si interpelarile acestora;

[Art.20 al.(1), lit.p) abrogata prin LP175 din 11.11.21, MO302-306/10.12.21 art.431; in vigoare
10.01.22]

q) informeaza periodic institutiile si societatea despre activitatea sa, despre problemele si preocuparile
prioritare in domeniul protectiei drepturilor persoanei,

r) acorda asistenta si executa cereri de asistentd privind punerea in practica a Conventiei pentru
protectia persoanelor cu privire la prelucrarea automatizata a datelor cu caracter personal;

s) indeplineste alte atributii prevazute de lege.

(2) Centrul are urmatoarele drepturi:

a) solicita si primeste gratuit de la persoane fizice sau persoane juridice de drept public si de drept
privat informatiile necesare pentru exercitarea atributiilor sale;

b) obtine de la operatori suportul si informatiile necesare executarii atributiilor sale;

c) atrage specialisti si experti din domenii care necesitd cunostinte speciale pentru participarea la
procesul de verificare prealabila si de control al legalitatii prelucrarii datelor cu caracter personal si
incheie cu ei acorduri de confidentialitate;

d) cere de la operatori rectificarea, blocarea sau distrugerea datelor cu caracter personal neveridice sau
obtinute ilicit.

(3) Operatorii, indiferent de forma lor juridica de organizare, prezinta Centrului materialele si
documentele solicitate cu privire la protectia datelor cu caracter personal in termen de 15 zile, daca in
solicitare nu se prevede un alt termen.

Articolul 21. Organizarea activitatii Centrului



(1) In cadrul activitatii sale, Centrul asigura confidentialitatea datelor cu caracter personal care i-au
devenit cunoscute.

(2) In scopul colectirii informatiilor necesare indeplinirii atributiilor de control, personalul Centrului
are dreptul de acces 1n incéperile si pe teritoriul n care sint amplasate sisteme de evidenta a datelor cu
caracter personal, la datele cu caracter personal prelucrate de operatori si/sau persoanele imputernicite
de catre acestia, la echipamentul de prelucrare, programe si aplicatii, precum si la orice document sau
inregistrare referitoare la prelucrarea de date cu caracter personal, in conditiile legii.

(3) Anual, pana la data de 15 martie, Centrul prezinta Parlamentului, in sedinta plenara, Presedintelui
Republicii Moldova si Guvernului raportul de activitate pe anul precedent, care se publica gratuit in
Monitorul Oficial al Republicii Moldova si pe pagina web oficiald a Centrului.

Articolul 22. Conducerea Centrului

(1) Centrul este condus de un director, numit in functie de Parlament la propunerea Presedintelui
Parlamentului, a unei fractiuni parlamentare sau a unui grup de cel putin 15 deputati, cu votul
majoritatii deputatilor alesi, pentru un mandat de 5 ani. Persoana numita poate ocupa functia de
director nu mai mult de doud mandate consecutive.

(2) Directorul efectueaza conducerea generald a Centrului, angajeaza si elibereaza personalul
Centrului 1n conditiile Legii cu privire la functia publica si statutul functionarului public, stabileste
obligatiile de serviciu ale acestuia, organizeaza pregatirea rapoartelor anuale si le prezinta in plenul
Parlamentului, reprezinta institutia in tara si peste hotare.

(3) In exercitarea atributiilor sale, directorul este asistat de un adjunct, numit in functie de Parlament la
propunerea directorului Centrului, cu votul majoritatii deputatilor alesi, pentru un mandat de 5 ani. In
absenta directorului Centrului, directorul adjunct indeplineste temporar atributiile acestuia.

(4) In functia de director sau director adjunct al Centrului poate fi numiti orice persoani care detine
cetatenia Republicii Moldova, are studii superioare juridice si experienta profesionala de cel putin 5
ani in domeniul apararii drepturilor si a libertatilor omului. Nu pot fi numite in functiile de director sau
director adjunct al Centrului persoanele in privinta carora exista interdictia de a ocupa functii publice
sau de demnitate publicd, ce deriva din actele de constatare ale Autoritatii Nationale de Integritate.
(5) Functia de director si cea de director adjunct al Centrului sint functii de demnitate publica, si se
supun prevederilor legislatiei cu privire la statutul persoanelor care exercita functii de demnitate
publica. Salarizarea acestor functii se face in conformitate cu legislatia privind sistemul de salarizare
in sectorul bugetar.

(6) Pe perioada exercitarii mandatului, directorul si directorul adjunct al Centrului nu pot face parte
din partide sau alte organizatii social-politice, nu pot desfasura alte activitati publice sau private, cu
exceptia activitatii didactico-stiintifice, nu au dreptul sa detina, direct sau indirect, valori mobiliare la
societdti comerciale sau intreprinderi al caror obiect de activitate se afla in competenta Centrului.

(7) Exercitarea mandatelor de director si director adjunct inceteaza la expirarea termenului acestora,
exceptind cazurile de incetare a exercitarii atributiilor inainte de termen. In cazul in care termenul de
exercitare a mandatelor a expirat, directorul si directorul adjunct al Centrului continua sa se afle in
exercitiul functiunii pina la preluarea acestor functii de catre succesorii lor.

(8) Mandatele de director si director adjunct al Centrului inceteaza nainte de termen in caz de:

a) demisie;

b) incompatibilitate cu alte functii publice sau private, stabilita prin actul de constatare ramas definitiv;
¢) revocare din functie;

d) imposibilitate de a exercita mandatul din motive de sanatate, constatate prin examen medical;

e) deces.

(9) Propunerea de revocare din functie a directorului Centrului poate fi inaintata de Presedintele
Parlamentului, de o fractiune parlamentara sau de un grup de cel putin 15 deputati in urmatoarele
cazuri:

a) incdlcare grava a obligatiilor functionale prevazute de legislatie;

b) hotarire de condamnare ramasa definitiva in cazul savirsirii unei infractiuni.

c) stabilire, prin actul de constatare rdmas definitiv, a emiterii/adoptarii de catre acesta a unui act
administrativ, incheierii directe sau prin intermediul unei persoane terte a unui act juridic, luarii sau



participarii la luarea unei decizii farad solutionarea conflictului de interese real in conformitate cu
prevederile legislatiei privind reglementarea conflictului de interese;
d) nedepunere a declaratiei de avere si interese personale sau refuz de a o depune, in conditiile art. 27
alin. (8) din Legea nr. 132 din 17 iunie 2016 cu privire la Autoritatea Nationala de Integritate;
e) dispunere de cétre instanta de judecata, prin hotarire irevocabild, a confiscarii averii nejustificate.
(10) Propunerea de revocare din functie a directorului adjunct al Centrului poate fi inaintata de
directorul Centrului, de o fractiune parlamentara sau de un grup de cel putin 15 deputati in cazurile
prevazute la alin. (9). Hotarirea de revocare se adopta cu votul majoritatii deputatilor alesi.
Capitolul V
CONTROLUL PROTECTIEI DATELOR
CU CARACTER PERSONAL
Articolul 23. Evaluarea impactului asupra

protectiei datelor
(1) In functie de natura, domeniul de aplicare, contextul si scopurile prelucririi datelor, in cazul in
care un tip de prelucrare, in special cel bazat pe utilizarea noilor tehnologii, este susceptibil sa
genereze un risc sporit pentru drepturile si libertatile persoanelor, operatorul efectueaza, inaintea
prelucrarii, evaluarea impactului operatiunilor de prelucrare prevazute asupra protectiei datelor cu
caracter personal. O evaluare unicd poate aborda un set de operatiuni de prelucrare similare care
prezinta riscuri sporite similare.
(2) La realizarea evaluarii impactului asupra protectiei datelor, operatorul solicita avizul persoanei
responsabile cu protectia datelor, daca aceasta a fost desemnata.
(3) Evaluarea impactului asupra protectiei datelor indicata la alin. (1) se impune mai ales in cazul:
a) evaludrii sistematice si cuprinzatoare a aspectelor personale referitoare la persoane fizice, care se
bazeaza pe prelucrarea automata, inclusiv pe crearea de profiluri, si care st la baza unor decizii
automatizate care produc efecte juridice privind persoana fizica sau care o afecteaza, in mod similar,
intr-o masura semnificativa;
b) prelucrarii, pe scard larga, a unor categorii de date care se referd la dezvaluirea originii rasiale sau
etnice, a opiniilor politice, a confesiunii religioase sau convingerilor filozofice ori a apartenentei la
sindicate, precum si prelucrarii de date genetice, de date biometrice pentru identificarea unica a unei
persoane fizice, de date privind sdnatatea ori de date privind viata sexuala sau orientarea sexuala,
privind condamnarile penale si infractiunile unei persoane fizice;
¢) monitorizdrii sistematice, pe scard larga, a unei zone accesibile publicului.
(4) Evaluarea contine cel putin:
a) descrierea sistematicd a operatiunilor de prelucrare preconizate si a scopurilor prelucrarii datelor,
inclusiv, dupa caz, a interesului legitim urmadrit de operator;
b) evaluarea necesitatii si proportionalitdtii operatiunilor de prelucrare in legatura cu scopurile
respective;
¢) evaluarea riscurilor pentru drepturile si libertatile subiectilor de date mentionate la alin. (1), in
special originea (sursa), natura, gradul specific de probabilitate a materializarii riscului sporit si
gravitatea acestui risc. Rezultatul evaludrii se ia In considerare la stabilirea masurilor adecvate care
trebuie luate pentru a demonstra ca prelucrarea datelor cu caracter personal respecta prezenta lege;
d) masurile de prevenire a riscurilor, inclusiv garantiile, masurile de securitate si mecanismele menite
sa asigure protectia datelor cu caracter personal si sa demonstreze conformitatea cu prevederile
prezentei legi, luand in considerare drepturile si interesele legitime ale subiectilor de date si ale altor
persoane interesate.
(5) Operatorul solicita, dupa caz, avizul in forma scrisd, in forma electronica sau prin utilizarea
mijloacelor electronice de comunicatie al subiectilor de date ori al reprezentantilor acestora privind
prelucrarea preconizata, fard a aduce atingere protectiei intereselor comerciale sau publice ori
securitatii operatiunilor de prelucrare.
(6) In cazul in care prelucrarea in temeiul art. 5 alin. (5) lit. b) sau d) are un temei juridic previzut de
actele normative in vigoare, iar dreptul respectiv reglementeaza operatiunea de prelucrare specifica sau
setul de operatiuni specifice in cauza si deja s-a efectuat o evaluare a impactului asupra protectiei



datelor ca parte a unei evaluari a impactului general in contextul adoptarii respectivului temei juridic,
prevederile alin. (1)—(3) din prezentul articol nu se aplica, daca actele normative nu prevad altfel.
(7) Daca este necesar, operatorul efectueaza o analiza pentru a evalua daca prelucrarea datelor are loc
in conformitate cu evaluarea impactului asupra protectiei datelor, cel putin atunci cand are loc o
modificare a riscului reprezentat de operatiunile de prelucrare.
(8) Centrul intocmeste si publica o lista a tipurilor de operatiuni de prelucrare care fac obiectul cerintei
de efectuare a unei evaludri a impactului asupra protectiei datelor, in conformitate cu alin. (1).
(9) Centrul poate, de asemenea, sa stabileasca si sa puna la dispozitia publicului o lista a tipurilor de
operatiuni de prelucrare pentru care nu este necesard o evaluare a impactului asupra protectiei datelor.
[Art.23 in redactia LP175 din 11.11.21, MO302-306/10.12.21 art.431, in vigoare 10.01.22]
Articolul 24. Consultarea prealabila
(1) Operatorul consultd Centrul inainte de prelucrarea datelor daca evaluarea impactului asupra
protectiei datelor, prevazuta la art. 23, indica faptul ca prelucrarea ar genera un risc sporit, iar
operatorul considera ca riscul nu poate fi atenuat prin mijloace rezonabile sub aspectul tehnologiilor
disponibile si al costurilor implementarii.
(2) In cazul in care Centrul consideri ci prelucrarea previzuta la alin. (1) ar incilca prezenta lege, in
special atunci cand riscul nu a fost identificat sau atenuat intr-o masura suficienta de operator, Centrul
ofera consiliere in scris operatorului si, dupa caz, persoanei imputernicite de operator in cel mult opt
saptamani de la primirea cererii de consultare, precum si poate utiliza oricare dintre competentele
mentionate la art. 20. Perioada respectiva poate fi prelungita cu sase saptamani, tindndu-se cont de
complexitatea prelucrarii prevazute. Centrul informeaza operatorul si, dupd caz, persoana
imputernicita de operator, in termen de o luna de la primirea cererii, cu privire la astfel de prelungire,
prezentand detaliat si specific motivele intarzierii. Curgerea acestor perioade poate fi suspendatd pana
cand Centrul nu a obtinut informatiile pe care le-a solicitat in scopul consultarii.
(3) In cazul in care operatorul consulti Centrul in conformitate cu alin. (1), acesta i furnizeaza
Centrului:
a) dupd caz, responsabilitatile corespunzitoare ale operatorului/operatorilor si ale persoanelor
imputernicite de operator implicate in activitdtile de prelucrare a datelor, in special pentru prelucrarea
in cadrul unui grup de intreprinderi;
b) scopurile si mijloacele prelucrarii preconizate;
c¢) masurile si garantiile prevazute pentru protectia drepturilor si libertatilor subiectilor de date, in
conformitate cu prezenta lege;
d) dupa caz, datele de contact ale persoanei responsabile cu protectia datelor;
e) evaluarea impactului asupra protectiei datelor, prevazuta la art. 23;
f) alte informatii relevante si necesare solicitate suplimentar de Centru.
[Art.24 in redactia LP175 din 11.11.21, MO302-306/10.12.21 art.431, in vigoare 10.01.22]
Articolul 25. Desemnarea persoanei responsabile

cu protectia datelor
(1) Operatorul si persoana imputernicita de operator desemneaza o persoana responsabild cu protectia
datelor ori de cate ori:
a) prelucrarea este efectuatd de o autoritate sau o institutie publica, cu exceptia instantelor care
actioneaza in exercitiul functiei lor jurisdictionale;
b) activitatile principale ale operatorului sau ale persoanei imputernicite de operator constau in
operatiuni de prelucrare care, prin natura, domeniul de aplicare si/sau scopurile lor, necesita o
monitorizare periodica si sistematicd a subiectilor de date pe scara larga;
c) activitatile principale ale operatorului sau ale persoanei imputernicite de operator constau in
prelucrarea pe scard larga a unor categorii speciale de date.
(2) Un grup de intreprinderi poate desemna o persoana responsabild cu protectia datelor unica, cu
conditia ca persoana respectiva sa fie usor accesibild de fiecare intreprindere.
(3) In cazul in care operatorul sau persoana imputernicita de operator este autoritate publica ori
institutie publica, poate fi desemnata o persoana responsabild cu protectia datelor unicad pentru mai
multe dintre aceste autoritati sau institutii, luand in considerare structura organizatorica si dimensiunea
acestora.



(4) Persoana responsabila cu protectia datelor este desemnata pe baza calitatilor profesionale si, in
special, a cunostintelor de specialitate privind reglementarile si practicile din domeniul protectiei
datelor, precum si pe baza capacititii de a indeplini sarcinile previzute la art. 252,
(5) Persoana responsabila cu protectia datelor poate activa in cadrul operatorului sau al persoanei
imputernicite de operator ori poate sd isi indeplineasca sarcinile in baza unui contract de prestare
servicii.
(6) Operatorul sau persoana imputernicita de operator publica datele de contact ale persoanei
responsabile cu protectia datelor si le comunica Centrului.
(7) In alte cazuri decat cele mentionate la alin. (1), operatorul sau persoana imputerniciti de operator,
precum si asociatiile si alte institutii care reprezinta categorii de operatori sau de persoane
imputernicite de operatori pot desemna sau, in cazul in care legislatia prevede, desemneaza obligatoriu
0 persoana responsabila cu protectia datelor. Persoana responsabild cu protectia datelor poate sa
actioneze 1n favoarea unor astfel de asociatii si a altor institutii care reprezinta operatori sau persoane
imputernicite de operatori.
[Art.25 in redactia LP175 din 11.11.21, MO302-306/10.12.21 art.431, in vigoare 10.01.22]
Articolul 25, Functia responsabilului cu protectia
datelor

(1) Operatorul si persoana imputernicita de operator asigura ca persoana responsabild cu protectia
datelor este implicata Tn mod corespunzator si in timp util in toate aspectele legate de protectia datelor
cu caracter personal.
(2) Operatorul si persoana Imputernicita de operator ofera suport persoanei responsabile cu protectia
datelor in indeplinirea sarcinilor indicate la art. 252, asigurAndu-i resursele necesare pentru executarea
sarcinilor respective, pentru mentinerea cunostintelor sale de specialitate, precum si accesul cétre
datele cu caracter personal si catre operatiunile de prelucrare.
(3) Operatorul si persoana Imputernicita de operator asigura ca persoana responsabila cu protectia
datelor nu primeste instructiuni cu privire la indeplinirea sarcinilor. Aceasta nu poate fi demisa ori
sanctionata de operator sau de persoana imputernicitd de operator pentru indeplinirea sarcinilor sale.
Persoana responsabild cu protectia datelor rdspunde direct in fata celui mai inalt nivel al conducerii
operatorului sau persoanei Imputernicite de operator.
(4) Subiectii de date pot contacta persoana responsabila cu protectia datelor cu privire la chestiunile
legate de prelucrarea datelor acestora si la exercitarea drepturilor lor in temeiul prezentei legi.
(5) Persoana responsabila cu protectia datelor are obligatia de a respecta secretul sau confidentialitatea
privind indeplinirea sarcinilor, in conformitate cu actele normative.
(6) Persoana responsabila cu protectia datelor poate indeplini si alte sarcini si atributii. Operatorul sau
persoana imputernicita de operator asigurd ca niciuna dintre aceste sarcini si atributii nu genereaza un
conflict de interese.
[Art.25% introdus prin LP175 din 11.11.21, MO302-306/10.12.21 art.431; in vigoare 10.01.22]
Articolul 252. Sarcinile persoanei responsabile

cu protectia datelor
(1) Persoana responsabila cu protectia datelor are cel putin urmatoarele sarcini:
a) informarea si consilierea operatorului sau a persoanei imputernicite de operator, precum si a
angajatilor care se ocupa de prelucrarea datelor cu privire la obligatiile care le revin in temeiul
prezentei legi si al altor acte normative;
b) monitorizarea respectarii prezentei legi si a altor acte normative referitoare la protectia datelor si a
politicilor operatorului sau ale persoanei imputernicite de operator in ceea ce priveste protectia datelor
cu caracter personal, precum si atribuirea responsabilitatilor, inclusiv privind actiunile de sensibilizare
si de formare a personalului implicat In operatiunile de prelucrare si privind auditurile aferente;
c) oferirea consilierii la cerere in ceea ce priveste evaluarea impactului asupra protectiei datelor si
monitorizarea functionarii acesteia;
d) cooperarea cu Centrul,
e) asumarea rolului de punct de contact pentru Centru privind aspectele legate de prelucrarea datelor,
inclusiv consultarea prealabild, precum si, dupa caz, consultarea cu privire la alte chestiuni.



(2) In indeplinirea sarcinilor, persoana responsabili cu protectia datelor tine cont, in mod
corespunzator, de riscul asociat operatiunilor de prelucrare, luand in considerare natura, domeniul de
aplicare, contextul si scopurile prelucrarii.
[Art.252 introdus prin LP175 din 11.11.21, MO302-306/10.12.21 art.431; in vigoare 10.01.22]
Articolul 26. Controlul legalitatii prelucrarii datelor cu caracter

personal
(1) Controlul legalitatii prelucrarii datelor cu caracter personal (in continuare — control) are drept scop
verificarea corespunderii cu cerintele si a Indeplinirii conditiilor prevazute de prezenta lege de catre
operator sau persoana imputernicita de catre acesta.
(2) Controlul este efectuat de catre Centru in baza unui plan anual aprobat, care se publica pe pagina
web a acestuia.
(3) Despre intentia efectuarii controlului, Centrul informeaza operatorul sau persoana Imputernicita de
catre acesta cu 5 zile inainte de inceperea acestuia, cu exceptia cazurilor prevazute la art. 27 alin. (2) si
(4).
4) In cazul in care, ca urmare a controlului efectuat, sint constatate incalcari, Centrul emite decizia de
suspendare a operatiunilor de prelucrare a datelor cu caracter personal, care va contine instructiuni
pentru aducerea prelucrarii datelor cu caracter personal in conformitate cu prevederile prezentei legi.
(5) Efectuarea operatiunilor de prelucrare a datelor cu caracter personal se suspenda pina la inlaturarea
circumstantelor care au servit drept temei pentru emiterea deciziei. Operatorul sau persoana
imputernicitd de catre acesta este obligata sa inlature respectivele circumstante in termen de 30 de zile
de la emiterea deciziei de suspendare.
(6) In cazul in care operatorul sau persoana imputernicita de citre acesta nu a inlaturat circumstantele
care au servit drept temei pentru suspendare in termenul stabilit la alin. (5), Centrul emite decizia de
incetare a operatiunilor de prelucrare a datelor cu caracter personal, cu sau fara dispunerea blocarii ori
distrugerii datelor cu caracter personal neveridice sau obtinute ilicit.
(7) Decizia de suspendare sau de incetare a operatiunilor de prelucrare a datelor cu caracter personal
poate fi contestata Tn instanta de contencios administrativ.
Articolul 27. Procedura primirii si solutonarii plingerilor de catre Centru
(1) Subiectul datelor cu caracter personal care considera ca prelucrarea datelor sale nu este conforma
cu cerintele prezentei legi poate Tnainta Centrului o plingere in termen de 30 de zile din momentul
depistarii incdlcarii, cu realizarea in prealabil, dupa caz, a drepturilor prevazute la art. 12, 13, 14, 16 si
17. In cazul in care subiectul datelor cu caracter personal omite realizarea drepturilor sale, precum si
alte aspecte importante legate de prezentarea probelor relevante, Centrul il informeaza despre acest
fapt in termen de 30 de zile de la data primirii plangerii.
(2) In procesul solutionarii plingerii, Centrul poate audia subiectul datelor cu caracter personal,
operatorul si, daca este cazul, persoana imputernicitd de catre operator si martorii, de asemenea poate
dispune efectuarea unui control inopinat.
(2') Termenul de examinare si solutionare a plangerii inaintate cu respectarea alin. (1) este de 3 luni,
cu posibilitatea prelungirii justificate a acestuia la fiecare 30 de zile, in functie de complexitatea
cauzei, volumul de informatii ce urmeaza a fi obtinute si analizate, comportamentul participantilor
vizati, conduita autoritdtilor relevante si importanta procedurii administrative pentru partea interesata,
dar nu mai mult de 6 luni. Dupa obtinerea tuturor informatiilor si analiza acestora, Centrul finalizeaza
examinarea si solutionarea plangerii in cel mult 30 de zile. Daca obiectul plangerii excedeaza
domeniul de aplicare a prezentei legi, plangerea nu se examineaza, fapt despre care se informeaza
subiectul datelor cu caracter personal. Asigurarea respectarii termenului de examinare si solutionare a
plangerilor este pusa in sarcina personalului Centrului, iar controlul asupra respectarii termenului este
pus in sarcina sefilor subdiviziunilor Centrului. Centrul informeaza subiectul datelor cu caracter
personal cu privire la progresele in examinarea si solutionarea plangerii in cazul prelungirii termenului
de examinare si solutionare a plangerii sau la cererea acestuia.
(3) In urma examinarii plangerii, Centrul emite o decizie motivati prin care constata lipsa incalcarii
sau incdlcarea legislatiei in domeniul protectiei datelor cu caracter personal, cu dispunerea, dupa caz, a
suspendarii, Incetdrii operatiunilor de prelucrare a datelor cu caracter personal, rectificérii, blocarii sau
distrugerii datelor neveridice ori obtinute ilicit. In cazul lipsei sau insuficientei probelor ce ar



demonstra incalcarea, Centrul constata, prin decizie motivata, lipsa incalcarii. Decizia privind
constatarea incalcarii legislatiei in domeniul protectiei datelor cu caracter personal si probele
acumulate servesc drept temei pentru intocmirea procesului-verbal cu privire la contraventie, In
conditiile Codului contraventional al Republicii Moldova.

(3!) Decizia se emite de citre directorul Centrului, de citre directorul adjunct si personalul abilitat cu
functii de control ai Centrului, in conformitate cu competentele atribuite prin ordinul directorului.
Decizia se comunica persoanelor vizate in termen de 10 zile lucratoare de la data emiterii, prin orice
mijloc care sa confirme receptionarea acesteia.

(4) Prevederile alin. (2)—(3%) se aplica in mod corespunzitor si in situatia in care Centrul se
autosesizeaza cu privire la comiterea unei incalcari a drepturilor subiectilor datelor cu caracter
personal, recunoscute de prezenta lege.

(5) Operatorul, persoana imputernicita de catre acesta sau subiectul datelor cu caracter personal pot
contesta actiunile, inactiunile si decizia Centrului in instanta de contencios administrativ.

[Art.28 abrogat prin LP175 din 11.11.21, MO302-306/10.12.21 art.431, in vigoare 10.01.22]
Capitolul VI

CONFIDENTIALITATEA SI SECURITATEA PRELUCRARII

DATELOR CU CARACTER PERSONAL

Articolul 29. Confidentialitatea datelor cu caracter personal

(1) Operatorii si tertii care au acces la datele cu caracter personal sint obligati sa asigure
confidentialitatea acestor date, cu exceptia cazurilor:

a) prelucrarea se refera la date facute publice in mod voluntar si manifest de catre subiectul datelor cu
caracter personal;

b) datele cu caracter personal au fost depersonalizate.

(2) Orice persoana care actioneaza in numele, pe seama sau in alt mod sub autoritatea operatorului
poate prelucra date cu caracter personal doar pe baza instructiunilor operatorului, cu exceptia cazului
in care actioneaza in temeiul unei obligatii prevazute de lege.

(3) Conducerea Centrului si personalul acestuia sint obligati sa garanteze nedivulgarea secretului
profesional in ceea ce priveste informatiile confidentiale la care au acces, inclusiv dupa incetarea
activitatii lor.

Articolul 30. Securitatea prelucrarii datelor cu caracter personal

(1) La prelucrarea datelor cu caracter personal, operatorul este obligat sd ia masurile organizatorice si
tehnice necesare pentru protectia datelor cu caracter personal impotriva distrugerii, modificarii,
blocarii, copierii, raspindirii, precum si impotriva altor actiuni ilicite, mdsuri menite sa asigure un
nivel de securitate adecvat n ceea ce priveste riscurile prezentate de prelucrare si caracterul datelor
prelucrate.

(2) In cazul in care prelucrarea datelor cu caracter personal este efectuati pe seama si in numele
operatorului, acesta va imputernici o persoana care va asigura respectarea garantiilor referitoare la
masurile adecvate de securitate tehnica si de organizare privind prelucrarea ce urmeaza sa fie
efectuata.

(3) Prelucrarea datelor cu caracter personal prin persoana Imputernicita de catre operator trebuie
reglementatd printr-un contract sau un alt act juridic care sa asigure in special faptul ca:

a) persoana imputernicita actioneaza numai pe baza instructiunilor operatorului;

b) obligatiile prevazute la alin. (1) 1i revin si persoanei Imputernicite.

[Art.30 al.(4) abrogat prin LP175 din 11.11.21, MO302-306/10.12.21 art.431, in vigoare 10.01.22]
Articolul 31. Depersonalizarea datelor cu caracter personal

(1) In scopuri statistice, de cercetare istorica, stiintifica, sociologica, medicald, de documentare
juridicd, operatorul depersonalizeaza datele cu caracter personal prin retragerea din ele a partii care
permite identificarea persoanei fizice, transformindu-le in date anonime, care nu pot fi asociate cu o
persoand identificatd sau identificabila.

(2) In cazul depersonalizarii, regimul de confidentialitate stabilit pentru datele respective se anuleaza.
Capitolul VII

TRANSMITEREA TRANSFRONTALIERA A DATELOR

CU CARACTER PERSONAL



Articolul 32. Transmiterea transfrontaliera si libera

circulatie a datelor cu caracter

personal
(1) Prezentul articol se aplicd in cazul transmiterii catre un alt stat a datelor cu caracter personal care
fac obiectul prelucrarii.
(2) Transmiterea datelor cu caracter personal se permite si se realizeaza, tinand cont de principiul
liberei circulatii a datelor, catre:
a) statele membre ale Spatiului Economic European;
b) statele care asigura un nivel adecvat de protectie a datelor cu caracter personal.
(3) Centrul aproba, prin decizie, lista statelor care asigurd un nivel adecvat de protectie a datelor, ludnd
in considerare: tratatele internationale in materie de protectie a datelor cu caracter personal la care fac
parte; existenta si compatibilitatea legislatiei privind protectia datelor; competentele si cooperarea cu
organul de supraveghere a prelucrarii datelor, precum si alte aspecte importante privind regimul juridic
al protectiei datelor cu caracter personal. Centrul tine cont de deciziile adoptate de Comisia Europeana
privind statele care asigurd un nivel adecvat de protectie a datelor cu caracter personal.
(4) Lista statelor care asigurd un nivel adecvat de protectie a datelor se publica in Monitorul Oficial al
Republicii Moldova si pe pagina web oficiald a Centrului.
(5) Transmiterea datelor cu caracter personal catre statele care nu asigura un nivel adecvat de protectie
poate avea loc:
a) daca prelucrarea are loc In temeiul unui acord sau tratat semnat intre Republica Moldova si tara de
destinatie;
b) cu consimtamantul subiectului datelor cu caracter personal, cu informarea asupra posibilelor riscuri
pe care astfel de transferuri le pot implica pentru subiectul de date ca urmare a lipsei unei decizii
privind caracterul adecvat al nivelului de protectie si a unor garantii adecvate;
¢) in cazul necesitatii de a Incheia ori executa un acord sau contract Intre subiectul datelor cu caracter
personal si operator ori Intre operator si o persoana tertd in interesul subiectului datelor cu caracter
personal;
d) dacd aceasta este necesard pentru a proteja viata, integritatea fizica sau sanatatea subiectului datelor
Cu caracter personal;
e) daca sunt urmarite scopuri jurnalistice, artistice, stiintifice, literare sau de arhivare in interes public;
f) catre alte companii ori organizatii din acelasi grup cu operatorul de date, cu conditia respectarii
regulilor corporatiste obligatorii, aprobate de statele indicate la alin. (2) lit. a), sau a celor aprobate de
Centru;
g) dacd aceasta este necesard pentru satisfacerea unui interes public major, precum apararea nationala,
securitatea statului sau ordinea publica, pentru buna desfasurare a procesului penal ori pentru
constatarea, exercitarea sau apararea unui drept in justitie, cu conditia ca datele cu caracter personal sa
fie prelucrate in legatura cu acest scop si numai pentru perioada necesara realizarii acestui scop;
h) daca transferul este necesar pentru stabilirea, exercitarea sau apararea unui drept in instanta,
indiferent daca este in contextul unei proceduri judiciare ori In contextul unei proceduri administrative
sau extrajudiciare, inclusiv in cadrul procedurilor in fata autoritdtilor de reglementare;
1) dacd prelucrarea are loc In temeiul contractului standard pentru transmiterea transfrontaliera a
datelor cu caracter personal, elaborat si aprobat de Centru, incheiat de catre operatorul de date.
[Art.32 in redactia LP175 din 11.11.21, MO302-306/10.12.21 art.431; in vigoare 10.01.22]
Capitolul V111
RASPUNDEREA
Articolul 33. Raspunderea pentru incalcarea prezentei legi
Pentru incalcarea prezentei legi, persoanele vinovate raspund n conformitate cu legislatia civila,
contravengionald sau penala.
Capitolul IX
Articolul 34
(1) Prezenta lege intrd in vigoare dupa 6 luni de la data publicarii.



(2) La data intrarii in vigoare a prezentei legi, se abroga Legea nr.17-XV|1 din 15 februarie 2007 cu
privire la protectia datelor cu caracter personal (Monitorul Oficial al Republicii Moldova, 2007, nr.
107-111, art. 468), cu modificarile si completarile ulterioare.

(3) Guvernul, in termen de 6 luni:

a) va elabora si va prezenta Parlamentului propuneri privind aducerea legislatiei in vigoare in
concordanta cu prezenta lege;

b) va pune actele sale normative in concordanta cu prezenta lege;

¢) va asigura punerea in concordanta a actelor normative ale autoritatilor publice centrale cu prezenta
lege.

(4) Operatiunile de prelucrare a datelor cu caracter personal incepute anterior intrarii in vigoare a
prezentei legi vor fi notificate Centrului in termen de 30 de zile de la data intrarii ei in vigoare, in
vederea Inregistrarii obligatorii.

PRESEDINTELE PARLAMENTULUI Marian LUPU



